
 Our Access Control
 Management System is now 

becoming a PRO

AxTraxPro New Features & Capabilities

Secured all the way

Web Management Interface 

New web client allows operators, managers, and 
administrators to control their AxTraxPro platform 
locally or remotely, including managing doors, 
users, and lockdown groups, and viewing network 
information, reports, and events. 

Enhanced Security 

Using AES 256-bit encryption communication 
between the AxTraxPro server and the AC-825IP, 
compared to previous AES 128-bit encryption. 

OSDP V2 Secure Channel 

Advanced session-based security between the AC-
825IP controller and peripheral devices (i.e., OSDP 
readers and the R/S/D/P-805 expansion boards).

End to End Security

Communication is now secured from the credential 
all the way to the server using advanced encryption 
algorithms. 

Lockdown

Monitoring and control tool used for stopping access 
rights for any group of access point during an 
emergency event. Ensures secure facility access in a 
single operation while keeping intruders out, or from 
moving around the facility. 

Access Level

New access control logic allows to assign authorization 
levels to readers and users for a more flexible access 
permission and restriction management.

Upgrade your existing Access Control system today! 

Contact us: sales@rosslaresecurity.com

www.rosslaresecurity.com  
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